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Abstract
This work explores the effects of auditory environments and anxi-
ety on users’ ability to identify phishing emails. In an experimental
in-person study, sixty participants evaluated twelve different phish-
ing and legitimate emails while immersed in four different auditory
environments (silence, lecture, ambient street noise, concert), at low
or high playback (i.e., volume) levels. Using a path model, we found
that (1) all non-silent auditory environments induced some level of
anxiety, reducing participants’ ability to correctly identify phishing
emails, and (2) low (vs. high) playback level of ambient noise led
to lower levels of anxiety and, in turn, higher accuracy in identi-
fying phishing emails. These findings highlight the importance of
auditory environments in managing anxiety for improving phish-
ing detection capabilities. We discuss the theoretical and practical
implications of this work.

CCS Concepts
• Security and privacy → Usability in security and privacy; •
Human-centered computing→ HCI theory, concepts and models;
Empirical studies in HCI .
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1 Introduction
Phishing is one of the most prevalent forms of cybercrime, where
attackers use deceptive messages to obtain the victims’ personal
information or access. One of the most common types of phishing
attacks is phishing emails that are designed to steal the recipient’s
personal information and subject their victims to financial risks. In
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2022, cybercriminals were able to steal over $44 million through
phishing emails [1]. In 2023, there were 300,000 phishing victims
in the US, which has increased more than ten times since 2018 [2].

When using smartphones, people are susceptible to receiving
phishing emails anywhere, from a quiet library to a noisy street. The
context in which individuals evaluate potential phishing content
is important since it may affect the individual’s cognitive capacity
to detect such content [26, 52, 60]. In this work, we study how
various auditory environments directly and indirectly affect users’
security decisions. An auditory environment can directly affect
decisions by inducing a cognitive burden [60] or can indirectly affect
decisions through other means. Anxiety is one of the factors that
reduces users’ ability to identify phishing content [3, 25]. However,
previous research has not explored the potential indirect effects of
users’ auditory environments on their security decisions through
mitigation or exacerbation of their anxiety levels. In this work, we
evaluate the effects of the auditory environment on individuals’
anxiety and, in turn, their ability to identify phishing content.

RQ: Does users’ auditory environment influence their susceptibil-
ity to phishing attacks by affecting their level of anxiety?

To study the effects of auditory environments on phishing detec-
tion, we designed a within-subject experiment where participants
classified 12 emails as phishing or legitimate. While evaluating the
emails, participants used noise-canceling headsets provided by the
researchers that exposed them to one of two auditory environment
types: a silent auditory environment or non-silent auditory envi-
ronment including concert, lecture, and street traffic) in either high
or low playback levels (randomly assigned). Our results show that a
silent environment leads to a lower level of anxiety than any non-
silent environment, which, in turn, increases participants’ accuracy
in identifying phishing emails, making them less susceptible to such
attacks. Additionally, a low (vs. high) playback level of ambient
noise leads to lower levels of anxiety and, in turn, higher accuracy
in identifying phishing content.

This paper makes theoretical and practical contributions. To
our knowledge, this is the first study that explores the effects of
auditory environments on security decisions through anxiety. The-
oretically, we contribute to the literature by showing that the effect
of the auditory environment on decision-making is mediated by
anxiety. Practically, our findings advocate for a holistic approach
to cybersecurity, where, in addition to technical solutions such as
machine learning for phishing detection, contextual factors such as
auditory environment are considered to provide more supportive
decision-making environments for users.
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2 Literature Review and Hypotheses
Development

This work lies at the intersection of cybersecurity, soundscape
studies, and cognitive psychology. In the following, we review the
literature on phishing. We then discuss prior work on the effects
of auditory environments on human decision-making and anxi-
ety, considering the cognitive burdens that auditory environments
impose on decision-makers.

2.1 Phishing Attacks and the Need for
Human-Centered Approaches in Combating
Them

In phishing attacks, an attacker uses various techniques to obtain
the victim’s personal information. For example, an attacker may
impersonate a trusted source (e.g., a familiar person or a reputable
company—email spoofing) and ask for sensitive information, such
as login credentials or financial data. Alternatively, the attacker
may redirect the victim to a fraudulent website where the victim
discloses their sensitive information[13, 42]. Phishing attacks are
on the rise, and phishing content keeps victimizing users: phishing
attacks increased by 61% in the six months ending October 2022
compared to the previous year [55]. With a phishing attack occur-
ring every eleven seconds, an estimated 33 million records were
extorted before 2023 [18].

Security researchers developed many tools that can automati-
cally detect phishing content. However, these tools have shortcom-
ings [20, 39, 41]. Quang et al. [20] conduct a systematic literature
review to evaluate modern deep learning approaches in phishing
detection. After studying 81 papers, they concluded that modern
phishing detection techniques fall short in performance accuracy
and have common issues such as manual parameter-tuning, long
training time, and deficient detection accuracy. The shortcomings
of technical solutions highlight the role of human factors in this
domain and the need to understand how to help users not fall prey
to phishing content.

Phishing emails can be difficult for users to detect as they vary
in their level of sophistication [17, 40, 47]. For example, an attacker
may increase their phishing efficacy by various techniques, such as
calling for immediate action that triggers some sense of urgency,
leading a recipient to disclose information [47]. As another example,
a phishing email can claim to represent the United States Postal
Service (USPS) and invite users to click on a non-legitimate URL
(e.g., WWW.abcdef.com/324591). However, a more sophisticated
attack could embed this non-legitimate URL in USPS’s legitimate
URL of "www.usps.com," making victims believe they would be
redirected to the legitimate website. Such emails that are more
difficult to identify can be more effective in victimizing people,
leading to the following hypothesis:

H1: Emails with higher identification difficulty lead to lower
identification accuracy.

To make phishing detection easier, most human-centered anti-
phishing attempts focus on increasing users’ awareness about at-
tacks via education [8, 12, 17, 28]. For example, Weaver et al. [57]
designed a phishing training program and conducted a between-
subject study, where half of the participants interacted with the
training program and the other half interacted with a control filler

task. Their results show that those who viewed the training ma-
terials were more likely to correctly distinguish legitimate emails
from phishing emails. However, research also shows that the effect
of education wears off over time so that there is no significant dif-
ference in identifying phishing content six months after education
and training [11, 43]. Additionally, scholars have started to point
out various hidden costs associated with training and education
[14, 30, 56]. For example, Brunken et al. [14] studied six stakeholders
involved in a phishing training campaign in a large European cor-
poration over a period of five months and estimated the in-person
hours cost of training to be € 50,000 across all stakeholders.

Despite such shortcomings and extant research on phishing
mitigation through education, there has been little research on
the effects of users’ environment and anxiety levels on phishing
susceptibility. Both anxiety and environment can affect decision-
making and task performance. In the following, we highlight the
role of anxiety in phishing susceptibility.We then explore the effects
of the users’ auditory environment on their anxiety and decision-
making.

2.2 The Role of Anxiety in Phishing
Susceptibility

Anxiety is a feeling of worry and uneasiness and is one of the major
human factor variables that affect decision-making and task perfor-
mance [25]. Anxiety triggers worriedness, impairing performance
in tasks with high attentional or short-term memory demands
[27, 32, 33, 46]. Additionally, studies show a positive association
between anxiety and task difficulty [5, 49]. For example, Spielberger
et al. [49] studied computer-assisted learning among 29 students
and found that difficult learning materials peak anxiety. Wu et al.
[59] studied writing performance among English major students in
China and found that more complex writing tasks elevate writing
anxiety among students. In line with these findings, we pose the
following hypotheses:

H2: A higher anxiety leads to lower phishing email identification
accuracy.

H3: Emails with greater identification difficulty lead to higher
levels of anxiety.

Furthermore, anxiety is more likely to effectively impair perfor-
mance in more difficult tasks [24]. For example, Spielberger et al.
[49] found that individuals with high anxiety make more errors
in difficult tasks, suggesting an interaction effect between anxiety
and task difficulty on performance. Therefore, we hypothesize that
the performance-impairing effects of anxiety are larger for more
difficult tasks.

H4: The effect of anxiety on identification accuracy is stronger
for more difficult emails.

2.3 Cognitive Effects of Noise
Prior research has shown that, similarly to anxiety, environmental
noise hinders cognitive performance on tasks that require attention
[10, 15, 44, 52, 58, 60]. For example, Cassidy et al. [16] studied the
effects of auditory environments, such as classroom and library
noises and silent environments, on word recall tasks. They found
that a silent environment leads to recalling more words than a
non-silent environment. In addition to the cognitive impairing
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effects of noise, studies highlight the role of playback level and
report more severe cognitive impairing effects for louder noises [19,
48]. For example, noises with high playback levels impair driving
performance more so than noises with lower playback levels [19]. In
line with these findings, we hypothesize similar cognitive impairing
effects for noise and high playback levels:

H5: Users’ ability to correctly identify phishing and legitimate
emails is higher in silent environments than in any non-silent
auditory environments.

H6: Users’ ability to correctly identify phishing and legitimate
emails is stronger in auditory environments with low playback
levels than in those with high playback levels.

Evidence suggests that noise adversely affects cognitive per-
formance by inducing anxiety (e.g., though arousing the central
nervous system [15]). For example, Edsell [21] conducted a study by
exposing students to different levels of white noise. They showed
that the environment with high noise levels (61-75 dB) induces
higher anxiety levels than the environment with low noise levels
(50 dB). These results were subsequently confirmed and strength-
ened in other studies [9, 31, 50]. Therefore, we hypothesize the
following:

H7: Silent auditory environments induce lower anxiety levels
than non-silent auditory environments.

H8: Auditory environments with high playback levels induce
greater anxiety than those with low playback levels.

Figure 1 summarizes our hypothesized model.

Playback Level
(Low vs. High)

Difficulty

Audio 
Environment

(Silent vs. Audio)

Accuracy

Anxiety

H1

H3

H4

H2

H5

H7

H6

H8

Figure 1: Hypothesized model.

3 Research Methods
3.1 Experimental Design
To study the effects of the auditory environment on users’ ability to
distinguish legitimate emails from phishing emails, we designed an
in-person, within-subject experiment where users had to evaluate
emails while randomly exposed to various auditory environments.

Our auditory environments included silent (as the baseline), con-
cert1, lecture2, and street traffic3 sounds.

The study was approved by our university’s institutional review
board (IRB). It took place in person, and we used Qualtrics 4 to
present the emails, administer the audio files, and collect users’
responses. After giving consent to participate in the study, partici-
pants were given a set of noise-cancelling headphones. In order to
protect participants’ health, we have sanitized and cleaned these
headphones before handing them over. Then, participants evalu-
ated a total of twelve emails, five legitimate and seven phishing.
The distribution of emails is in line with similar past work [29, 57].
These emails were presented in random order. From our four audio
files, one random file was played with each email. We controlled
the audio files so that every participant listened to each of the four
audio files three times. Furthermore, we randomly set the playback
level of each audio file as low or high. These low and high playback
levels were chosen based on the literature [21], so that a low noise
level is around 50 dB and a high noise level is 61-75 dB. The average
dBs for low and high playback for concert, lecture, and street traffic
environments were 46/65, 48/64, and 47/71 dBs, respectively. After
evaluating each email, participant self-reported their anxiety levels
and then had to wait for 15 seconds before proceeding to the next
email. The audio files were played only during the email evaluation
task and not when responding to questions or during the 15-second
wait. Upon finishing the survey, participants received a $5 Amazon
gift card.

The emails used in this study were designed based on guide-
lines and examples used in previous research [37, 47]. The authors
discussed these emails in several meetings and iteratively made
improvements. The goal was to include emails with varying levels
of phishing identification difficulty. The criterion for the level of
difficulty was based on the subtlety of cues known to be common in
phishing emails [40, 47]. For example, phishing emails may include
offers that are too good to be true (e.g., a free ticket to Hawaii),
induce a sense of urgency (e.g., act by the end of the day), and
involve non-legitimate URLs (e.g., xyzrandomurl.com). Ultimately,
the sender’s email domain is visible, serving as a key indicator of
legitimacy. Two independent privacy and security researchers rated
the emails’ difficulty levels from 1 to 5 and met together to agree on
a score for each email. We used this score as a categorical variable
in our analyses. The emails’ fonts were Gmail’s default fonts, and
the layout was designed to mimic Gmail’s environment. Figure 3
and Figure 4 show screenshots of the emails.

3.2 Measurement Instruments
3.2.1 Dependent Variables. After reading each email, participants
used a radio button to report whether they believed the email was
legitimate or phishing. In the analysis, we used this response to
measure the accuracy of participants’ responses, with one suggest-
ing that they correctly identified a phishing or legitimate email
1The source was a trimmed 1-minute long audio from https://youtu.be/1T6utlXm6dM?
si=UcPN1k6oByrJQcnQ&t=54. For any audio file, if participants were still reading the
email after one minute, the audio replayed from the beginning.
2The source was a trimmed 1-minute long audio from https://youtu.be/lZ3bPUKo5zc?
si=Riy6YQMdcQX2hEV5&t=1644
3The source was a trimmed 1-minute long audio from https://www.youtube.com/
watch?v=ATq9ihuhBO4
4https://www.qualtrics.com/

https://youtu.be/1T6utlXm6dM?si=UcPN1k6oByrJQcnQ&t=54
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https://youtu.be/lZ3bPUKo5zc?si=Riy6YQMdcQX2hEV5&t=1644
https://youtu.be/lZ3bPUKo5zc?si=Riy6YQMdcQX2hEV5&t=1644
https://www.youtube.com/watch?v=ATq9ihuhBO4
https://www.youtube.com/watch?v=ATq9ihuhBO4
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and zero as misclassifying a phishing or legitimate email. Addition-
ally, we measured participants’ level of anxiety with a 3-item scale,
adopted from the Zsido et al.s’ five-item scale [61], to keep the sur-
vey shorter since we measured anxiety after each email evaluation.
These items had a high internal consistency (see Section 3.3). For
these questions, participants reported their agreement with the
following statements using a 5-point scale: "I feel jittery," "I feel
upset," and "I feel confused." We used a sum score of these items
as a measure of anxiety. Therefore, our anxiety score could range
from three to 15.

3.2.2 Independent Variables. We used the level of difficulty and
experimental manipulations as independent variables. Additionally,
we measured proactive awareness [22] as a control for participants’
security practices. This construct measures the extent to which
individuals are attentive to links and whether they are cautious
when they navigate through various URLs (e.g., "When someone
sends me a link, I open it without first verifying where it goes.").
Since this variable was not significantly associated with any of the
dependent variables, we removed it from the analysis.

3.3 Participant recruitment and Data Analysis
We recruited 60 participants in a campus library in the northern
United States, including 32 males, 26 females, one non-binary, and
one with "other" gender identities. Participants’ ages ranged from
18 to 25 years old (Mean = 20.03, SD = 1.99). Eighteen participants
had a high school degree, 19 had a bachelor’s degree, 18 had a
master’s degree, and six had an associate degree. Four participants
reported using the internet several times a day, while 56 reported
using it almost constantly. Additionally, one participant reported
checking their email once a week, two reported checking emails
several times a week, six checked their emails at least once a day, 33
checked their emails several times a day, and 18 checked their emails
almost constantly. All of our participants passed the attention check
questions.

We conducted a repeated measure path model to study our hy-
potheses. We created two orthogonal contrasts of silent vs. any
audio and high vs. low playback level. In these analyses, we used a
sum-score of anxiety items. Cronbach’s alpha for these three items
was 0.82, suggesting a high internal consistency [53].

4 Results
4.1 Descriptive Statistics
Out of 720 email classifications, participants correctly classified 549
(76.25%) emails, including 199 legitimate emails and 350 phishing
emails. However, they misclassified emails in 171 instances, where
101 legitimate emails were incorrectly identified as phishing and
70 phishing emails were incorrectly identified as legitimate. The
average level of anxiety was 7.23 (SD = 2.50) overall, 7.22 (SD = 2.51)
for the lecture, 7.38 (SD = 2.46) for the traffic, 7.36 (SD = 2.63) for
the concert, and 6.96 (SD = 2.40) for the silent audio environments.

4.2 Hypotheses Testing
We conducted a path model to test the hypotheses. Overall, this
model accounted for 29.8% of the variance in accuracy and 1.9% of
the variance in anxiety. As we used a robust maximum likelihood

estimator and specified accuracy as a categorical dependent variable,
the model did not report traditional fit measures. Therefore, in
addition to reporting the R-squares as a fit measure, we assessed the
model fit by comparing the model with interaction effects against
the model without interaction effects and studied fit improvements
[38]. The model comparison suggests a significant improvement
of fit (𝜒2(1) = 13.027, 𝑝 < 0.001). Therefore, we report it in the
following.

In line with H1, we found that it was less likely for participants
to identify phishing emails that are more difficult to identify. By
one standard deviation increase in the difficulty level, identifica-
tion accuracy decreased by 48.2 percent (OR = 0.518, 𝑝 < .001, H1
confirmed). Additionally, we found support for H2, suggesting
that by one standard deviation increase in anxiety, identification
accuracy decreased by 29.9 percent (OR = 0.701, 𝑝 < .001, H2 con-
firmed). Furthermore, we found support for H3 suggesting that by
one standard deviation increase in identification difficulty, individ-
uals experienced more anxiety by 0.065 standard deviations (𝛽 =
0.065, 𝑝 = .004, H3 confirmed). We also found an interaction effect
between difficulty and anxiety predicting accuracy, suggesting that
by one standard deviation increase in task difficulty, the effects of
anxiety on accuracy increased by 58.5 percent (OR = 1.585, 𝑝 < .001,
H4 confirmed).

We did not find direct effects of the auditory environment on
prediction accuracy. A silent environment did not lead to different
prediction accuracy than any audio (𝑝 = .159,H5 rejected). Simi-
larly, an auditory environment with a high playback level (volume)
did not lead to different accuracy levels compared to an auditory
environment with a low playback level (𝑝 = .467, H6 rejected).
However, a silent environment induced less anxiety than any non-
silent auditory environment (𝛽 = -0.059, 𝑝 = .007, H7 confirmed).
Similarly, a low playback level induced less anxiety than a high
playback level (𝛽 = -0.099, 𝑝 = .006, H8 confirmed). Table 1 and
Figure 2 report the results.

Overall, the indirect effect of the auditory environment (silent
vs. non-silent) on accuracy was significant, such that a silent envi-
ronment led to improved identification accuracy due to mitigating
anxiety (𝛽 = 0.021, 𝑝 = .021). Similarly, the indirect effect of playback
level on identification accuracy was significant such that a low-
playback level auditory environment led to higher identification
accuracy than a high-playback level auditory environment as it
leads to lower anxiety (𝛽 = 0.035, 𝑝 = .031). These results suggest
that the effects of the auditory environment for both cases of silent
vs. non-silent and low vs. high playback levels on accuracy were
fully mediated by anxiety.

4.3 Post-hoc Analyses
We conducted an additional exploratory model to study any differ-
ence between various auditory environments (lecture, traffic, and
concert) with high and low playback levels. We only found an effect
of playback level on anxiety, such that higher playback levels lead
to higher anxiety levels (𝛽 = 0.113, 𝑝 = .006). Lecture, traffic, and
concert auditory environments did not have significantly different
effects on anxiety levels or accuracy (𝑝𝑠 > .05). Therefore, we do
not report the statistical results for this post hoc test further.
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Playback Level
(Low vs. High)

Difficulty

Audio 
Environment

(Silent vs. Audio)

Accuracy

Anxiety
OR: 0.957, ns

OR:  0.701 ***

OR: 0.518 ***

OR: 1.585 ***β: 0.065 **

β: -0.059 *

β: -0.099 **

OR: 1.004, ns

Figure 2: Results of path analyses.

5 Discussion
In this work, we studied the effects of auditory environments on
user’s anxiety and email phishing susceptibility. Showing the mech-
anisms through which environmental noise may increase the likeli-
hood of putting users’ privacy and security in jeopardy, this work
has theoretical and practical contributions.

Our work makes a theoretical contribution by uncovering the
mechanisms through which noise can affect performance. Previ-
ous research showed that environmental noise can decrease per-
formance [10, 15, 52, 58, 60]. We showed that one of the mecha-
nisms through which noise hinders performance is by elevating
anxiety: compared to a silent environment, the mere presence of
noise increases individuals’ anxiety and, consequently, decreases
their ability to identify phishing emails. In our experiment, the
performance-impairing effects of lecture, concert, and traffic au-
ditory environments were fully mediated by anxiety. In addition
to the presence of noise, we found similar effects for higher play-
back levels, such that they increase anxiety levels and, hindering
phishing detection performance.

Additionally, while the auditory environments that we examined
increased anxiety levels and decreased performance, it is possible
that more soothing auditory environments can mitigate anxiety
and raise performance. For example, in the field of music ther-
apy, studies have shown that music can be effective in relieving
anxiety [34]. However, studies measuring the positive effects of
soundscapes on physiological responses and cognitive performance
were less conclusive [4, 23, 35, 51, 54]. It is possible that some of
these discrepancies are due to differences in personal auditory pref-
erences [45]. If so, we can elicit an individual listener’s musical
preferences to present them with music stimuli that are most effec-
tive for them in reducing anxiety. Improving individuals’ security
decision-making abilities through personalized auditory stimuli
would be a novel approach that can complement other methods,
such as giving individuals privacy clues [6, 7, 36].

By showing the effects of users’ environment on phishing sus-
ceptibility, our results underscore the need for a holistic approach to
cybersecurity that not only addresses the technical aspects but also
the contextual factors surrounding the users. A holistic approach is
crucial as research highlights shortcomings in technical solutions
[20, 39] and human-centered-base educational attempts [11, 43]

in combating phishing threats. Our work opens another avenue
in combating such attacks by accounting for contextual factors.
This has implications for users, suggesting that they should become
aware that their environments can affect their decision-making
ability. When users know that environmental parameters such as
background music can adversely affect their decision-making, they
may decide to boost their performance with less exposure to such
parameters. For example, they may not make crucial decisions in
noisy or uncomfortable environments and postpone consequential
decision-making until they are in a more appropriate environment.

Furthermore, organizations and cybersecurity professionals should
acknowledge that the context where employees and users evaluate
potential phishing content can significantly affect their phishing
susceptibility. Implementing strategies to minimize the adverse
effects of the environment may lessen the need for costly interven-
tion campaigns [14]. For example, organizations may consider noise
reduction techniques when designing office spaces for their em-
ployees. Noise reduction techniques involve using soundproof pods
and designing the office space that keeps team members who work
with each other closest to help maintain a quiet office environment.

Finally, classification difficulty was one of the strongest predic-
tors of accuracy. Ideally, those more educated about various types
of phishing attacks find it less challenging to identify phishing con-
tent. Therefore, education should be part of a holistic solution to
cybersecurity threats. Since previous research shows that the effects
of education wars off over time [11], researchers should keep ex-
ploring novel educational methods with more lasting effects, even
when users are busy with their daily activities and reluctant to
phishing content they may be exposed to.

6 Limitations and Future Work
Our study used a limited set of auditory stimuli, and our sample
was limited to college students. Additional experimentation with a
more diverse population is needed to see if our findings are gener-
alizable. For example, our sample of college students may not be a
representative sample in terms of digital literacy as they interact
with emails frequently due to their academic needs, and our results
may be different if we study a population with less experience with
emails.

Furthermore, future studies should consider more diverse audi-
tory stimuli, such as soothing and relaxing soundtracks, to study
the potential anxiety-mitigating effects of such soundtracks. Addi-
tionally, future work should try to understand what characteristics
of the auditory environment lead to increased anxiety and study the
extent to which these effects are universal or if they may depend
on the listener and their preferences.

Finally, while we only studied phishing susceptibility, future
studies can explore various decision-making contexts and study
if the effects of noise on decision-making vary across different
decision-making tasks and, if so, what task-specific features may
contribute to this difference.

7 Conclusion
Our findings show that auditory environments that elevate anxiety
can impair one’s ability to protect themselves against phishing at-
tacks. This underscores the importance of factors that go beyond
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digital environments to mitigating cybersecurity threats, emphasiz-
ing the need for holistic strategies that consider both digital and
physical parameters.
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A Appendix

Variable Names Standardized
coefficients Odds Ratio Standard error p-value

DV: Accuracy R.squared = 0.298
H1: Difficulty -0.655 0.518 0.092 <.001
H2: Anxiety -0.355 0.701 0.089 <.001
H4: Anxiety X Difficulty 0.461 1.585 0.120 <.001
H5: Auditory Env:
Silent vs. non-silent -0.043 0.957 0.043 .159

H6: playback level:
Low vs. high 0.004 1.004 0.046 .467

DV: Anxiety R.squared = 0.019
H3: Difficulty 0.065 - 0.025 .004
H7: Auditory Env:
Silent vs. non-silent -0.059 - 0.024 .007

H8: Playback Level:
Low vs. high -0.099 - 0.039 .006

Table 1: Path model results. Since anxiety is a continuous variable, the odds ratio is not applicable.
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Figure 3: Legitimate emails that we used in this study.
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Figure 4: Phishing emails that we used in this study.
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